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## Summary

The study of elliptical curves has a rich history and proves once again the beauty of pure, theoretical mathematics and the way it's applicability emerges after defining new concepts which in first place are charged as abstract by the scientific society, but in the end it is certain that the model was a math premonition of nature's concepts.

Thus, some properties of systems based on elliptical spaces date from the last century, but formings in this sense were dated long before, by study of diophantine equations (3th century, greek mathematician A. Diophantus). This domain was highlighted with articles of mathematicians N. Koblitz ([46]) and V. Miller ([61]) which gave a brand new applicability of those equations in domain of asymmetric cryptosystem.

It goes from definition of elliptic curve given by Weierstrass's equation:

$$
\begin{equation*}
E: y^{2}=a_{1} x y+a_{3} y=x^{3}+a_{2} x^{2}+a_{4} x+a_{6} \tag{1.1}
\end{equation*}
$$

where $a_{i} \in K$ and $K$ is the space where curve $E$ is defined.
Those curves can be divided in two classes namely those who are supersingular and nonsupersingular curves ([2]) with modern applicability ([20]).

1. A supersingular curve (zero $j$-invariant) is set of solution for equation:

$$
\begin{equation*}
y^{2}=x^{3}+a x+b \tag{1.2}
\end{equation*}
$$

where $a, b, c \in G F\left(2^{k}\right)$, discriminant is $\Delta=4 a^{3}+27 b^{2} \neq 0$, with the point at infinity $\mathcal{O}$.
2. An nonsupersingular elliptical curve (nonzero $j$-invariant) is the set solutions of the equation

$$
\begin{equation*}
y^{2}+x y=x^{3}+a x^{2}+b \tag{1.3}
\end{equation*}
$$

where $a, b, c \in G F\left(2^{k}\right)$, discriminant is $\Delta \neq 0$, with the point to infinit $\mathcal{O}$.
Asymmetric keys used in modern cryptography are pairs of points which contain a particular set of properties with a scalar.

Hence, many mathematicians have studied ways to obtain spaces with properties in this sense ([2], [81], [88]) and optimizations of the model by adding new boundary conditions for nonlinear equations systems which have boundary
solutions, those being actually required parameters in real conditions of securing the informational flow ([3]).

Essentially, beyond optimal implementations, complexity of algorithms used and computing power, it is proven fact that the only models resistant to cryptographic attacks were those that had an mathematical outfit based on construction of subspaces with particularities that the boundary solution set to be characterized by a system of differential equations which are defined over elliptic curves, defining the necessary type of Frobenius isomorphisms ([21], [86]).

Studies such as methods for calculating of parameters involved, isomorphisms which define parts of the model involved and, especially, some particular spaces in which are defined elliptical curves, differential analysis study and also boundary solutions for differential equations over elliptic curves, all of these defined the researche that followed and areas that have open issues in terms of applicability. In the domain of particular spaces that define elliptical curves and border solutions for differential systems with applications in nonlinear systems of analysis of resistance to attacks for cryptographic models, in this regard, I studied, build the algorithms and implemented proprietary solutions for unsolved problems in applied mathematics for cryptography.

Starting from the classification in terms of structure fields over which are defined classical elliptical curves, in second chapter are described field structures over elliptical curves, methods of calculating the parameters involved in finite spaces of type $G F\left(2^{k}\right)$, applicable in nonsupersingular elliptic curves, results which were published in article ([20]).

In this chapter are described optimized personal solutions of differential calculation of parameter $p$ of an elliptical curve and studies performed on infeasibility level of the studied mathematical model, presented in algorithm 1 (the results where published in [19]). Let $\Gamma$ subset of points on an elliptical curve for which the inverse was calculated, $\chi$ inverse of a number $\phi, \mathrm{t}$ differentiation level (will define the safety degree of the generated system).

```
Algorithm 1 Differential calculation of the parameter \(p\) of an elliptic curve
    1. \(\phi_{0} \leftarrow\left\lfloor\chi / b^{t}\right\rfloor, \phi_{0} \leftarrow \phi-\theta_{0} b^{t}, \phi \leftarrow \phi_{0}, i \leftarrow 0, \xi \leftarrow \phi_{0}\)
    2. while \(\xi>0\) do
    3. \(\theta_{i+1} \leftarrow\left\lfloor\theta_{i} / \xi^{t}\right\rfloor, \phi_{i+1} \leftarrow \theta_{i} a-\theta_{i+1} \frac{b^{t}}{\xi}\)
    4. \(\quad i \leftarrow i+1, \phi \leftarrow \phi+\phi_{i}, \xi \leftarrow\left\lfloor\frac{b^{t}}{\phi_{i}}\right\rfloor\)
    5. while \(\phi \geq p\) do \(\phi \leftarrow \phi-\left\lfloor\begin{array}{l}p \\ x\end{array}\right\rfloor\)
```

In this way, the reduction function will use only shifting operations in order
to define the degree of subset of points with cryptographic properties.
The classical calculation of parameters used in implemented system uses RNSA (Residue Number System Arithmetic).

In the third chapter was studied the method to determine the particular finite subspaces with advanced cryptography properties, results being published in ([21]). Thus, it was described how operations over elliptic curves are made, features that must be met by a space in order to be resistant to cryptographic attacks and there were studied ways used for cryptographyc analysis of a mathematical model for a cryptographic system of that kind. For developed models, defined over particular subspaces with applicability to increase the complexity of attack, were studied endomorphisms over finite fields defined in second chapter, and implications of differential equations involved in nonlinear analysis of cryptographic system, results being published in article ([22]). Defined models have there origin given by results of studying existing problems in some extraction systems of necessary parameters, those studies effectuated had result published in ([24]). From those results were concluded methods of optimizations for designing models of algorithms involved in calculation of necessary parameters in order to determinate solutions of interest for differential equations defined over elliptical curves, thus, in this chapter were designed personal variants of optimal implementations for:

Transformation of nonsupersingular elliptic curve $\mathbb{Z}_{q}^{p}$ for invariant $j$
From equations described by [40] can be concluded that Jacobian matrix is invertible over field $\mathbb{Z}_{q}$ and $\delta=\left((D \Theta)^{-1} \Theta\right)\left(x_{0}, x_{1}, \ldots, x_{n-1}\right) \in \mathbb{Z}_{q}^{n}$, because $(D \Theta)\left(x_{0}, \ldots, x_{n-1}\right)(\bmod p)$ is matrix's diagonal with void elements. It is deductible that Gauss method can be applied, in order to solve the equation

$$
(D \Theta)\left(x_{0}, \ldots, x_{n-1}\right) \delta=\Theta\left(x_{0}, \ldots, x_{n-1}\right)
$$

because diagonal elements are reversible. Will be calculate on each line, by moving the low-left item, $\Phi_{p}^{\prime}\left(x_{0}, x_{n-1}\right)$, to right. After performing $k$ operations of this kind, the item can be write as:

$$
(-1)^{k} \Phi_{p}^{\prime}\left(x_{0}, x_{n-1}\right) \prod_{i=0}^{k-1} \frac{\Phi_{p}^{\prime}\left(x_{i+1}, x_{i}\right)}{\Phi_{p}^{\prime}\left(x_{i}, x_{i+1}\right)},
$$

it can be proven that is divisible with $p^{k}$ from $\Phi_{p}^{\prime}\left(x_{i+1}, x_{i}\right) \equiv 0(\bmod p)$. Starting from standard procedure I designed a model to calculate the invariant $j$ over a nonsupersingular subspace of an standard elliptic curve, thus defining a standard subset of points which can be system solutions for cryptographic keys, for which calculation will be according to an extraction procedure which will be
defined in the algorithm developed by myself for this purpose, implementation 3 (the results where published in [19]). Nonsupersingular elliptic curve transform is described in algorithm 2.

Algorithm 2 Transform of nonsupersingular elliptic curve $\mathbb{Z}_{q}^{p}$ for invariant j
Input: System $j_{i}^{P} \in \mathbb{F}_{q}^{P} \backslash \mathbb{F}_{p^{2}}$ with $\Phi_{p}\left(j_{i}^{P}, j_{i+1}^{P}\right) \equiv 0(\bmod p)$ for
$0 \leq i \leq n^{\prime}$ with precision $m \mid n$.
Output: System $j_{i}^{q} \in \mathbb{Z}_{q}$ with $\Phi_{p}\left(J_{i}^{P}, J_{i+1}^{P}\right) \equiv 0\left(\bmod p^{m}\right)$ and $J_{i}^{q} \equiv j_{i}(\bmod p)$ for any $0 \leq i<n^{\prime}$.

1. for $m=1$ to $n^{\prime}$ do
2. if $j_{i}^{m} \neq 0$ then
3. $J_{i} \leftarrow j_{i}^{m}$
4. else
5. $\quad m^{\prime} \leftarrow\left\lceil\frac{m}{2}\right\rceil \cdot\left\lceil\frac{p}{2}\right\rceil, M \leftarrow m^{\prime}, M^{\prime} \leftarrow \frac{P}{q}$.
6. $\left(J_{0}^{P}, \ldots, J_{n^{\prime}-1}^{P}\right)$ will be determined by canonical reverse a $\left(\left(j_{0}^{P}, \ldots, j_{n^{\prime}-1}^{P}\right), m^{\prime}\right)$.
7. for $i=0$ to $n^{\prime}-2$ do
8. $\quad t \leftarrow \Phi_{p}^{\prime}\left(J_{i}^{P}, J_{i+1}^{P}\right)^{-1}\left(\bmod p^{M}\right)$.
9. $\quad D_{i} \leftarrow t \Phi_{p}^{\prime}\left(J_{i+1}^{P}, J_{i}^{P}\right)\left(\bmod p^{M}\right)$.
10. $\quad P_{i} \leftarrow t\left(\left(\Phi_{p}\left(J_{i}^{P}, J_{i+1}^{P}\right)\left(\bmod p^{m}\right)\right) / p^{M} \cdot \frac{1}{p^{M^{\prime}}}\right)\left(\bmod p^{M}\right)$
11. $\quad R \leftarrow \Phi_{p}^{\prime}\left(J_{0}^{P}, J_{n-1}^{P}\right)\left(\bmod p^{M^{\prime}}\right)$.
12. $\quad S \leftarrow\left(\left(\left(\Phi_{p}\left(J_{n-1}^{P}, J_{0}^{P}\right)\left(\bmod p^{M^{\prime}}\right)\right)\right) / p^{M^{\prime}}\right)\left(\bmod p^{M}\right)$.
13. if $S \neq 0$ then
14. for $i=n^{\prime}-2$ to 0 by step -1 do
15. $\varphi_{i} \leftarrow \varphi_{i}-D_{i} P_{i+1}^{P}\left(\bmod p^{M^{\prime}}\right)$
16. else
17. for $i=0$ to $m^{\prime}-1$ do
18. $J_{i}^{P} \rightarrow J_{i}^{P}-p^{M^{\prime}} P_{i}^{P}\left(\bmod p^{M^{\prime}}\right)$
19. return $\left(J_{0}^{P}, \ldots, J_{n^{\prime}-1}^{P}\right)$.

Nonlinear method of calculation the number of points with cryptographic proprieties - SatOT

Starting from the model's demonstration of Satoh, I developed a calculation method for subspaces over an elliptic curve which has as feature $p$ and number of points characterized of $\overline{F_{O T}}: \bar{E}\left(\overline{\mathbb{F}}_{q}\right) \rightarrow \bar{E}\left(\overline{\mathbb{F}}_{q}\right):(x, y) \longmapsto\left(x_{p}^{q}, y_{p}^{q}\right)$, where we define the number of grade 1 cryptographic points as being weak solutions of cryptographic points, points that can be keys for ECC systems. This points system ensures a subspace which has a lower computational complexity to generate points keeping attack complexity on ECDLP at the same level described in implementation 3 (the results where published in [19]).

Transformation of the first invariant $j$
Repeatedly application of Vercauteren's property can be carried out on nonsupersingular's elliptic curve space $F_{p}^{q}$, in invariant's calculation $j^{q}$, resulting in the implementation from 4 (the results where published in [19]).

Simplified version if SST for nonsupersingular elliptic curve $\mathbb{F}_{p}^{q}$
Inverse substitution of Frobenius $\Sigma^{-1}$ have as method of solving

$$
\Sigma^{-1}(\alpha)=\Sigma^{-1}\left(\sum_{\mathrm{i}=0}^{n-1} \alpha_{i} t^{i}\right)=\sum_{\mathrm{j}=0}^{p-1}\left(\sum_{0 \leq \mathrm{pk}+\mathrm{j}<\mathrm{n}} \alpha_{p k+j} t^{k}\right) C_{j}(t),
$$

where $C_{j}(t)=\Sigma^{-1}\left(t^{j}\right) \equiv t^{j p^{n-1}}(\bmod f(t))$. If we compute before $C_{j}(t)$ for $j=$ $0, \ldots, p-1$, compute of $\Sigma^{-1}(\alpha)$ for $\alpha \in \mathbb{Z}_{q}$ will contain only $p-1$ multiplications in $\mathbb{Z}_{q}$.

Starting from this way of solving, H.Y. Kim, J.Y. Park, J. Cheon, J.H. Park, J.H. Kim and S. Hahn [44] highlighted the possibility of using some finite fields with a Gaussian normal base (GNB) of small type. This base can convert to $\mathbb{Z}_{q}$ and in this way computation can optimize calculations of Frobenius iterations because $B$ from $\mathbb{Q}_{q} / \mathbb{Q}_{p}$ is normal if $\exists \beta \in \mathbb{Q}_{q}$ such that $B=\left\{\Lambda(\beta) \mid \Lambda \in \operatorname{Gal}\left(\mathbb{Q}_{q} / \mathbb{Q}_{p}\right)\right\}$. From here can be deduced the next sentence, with direct implications finding points of cryptographic interest, whose demonstration can be found in [44].

```
Algorithm 3 Nonlinear method for calculating number of points with cryptographic properties - SatOT
```

Input: Nonsupersingular elliptic curve $\bar{E}_{p}$, derived from $\bar{E}: y^{2}=x^{3}+a x+b$ defined over subspace $\mathbb{F}_{p^{n}}^{q}, j\left(\bar{E}_{O T}\right) \notin \mathbb{F}_{p^{2}}$.
Output: Number of points with grade 1 cryptographic properties on curve $\bar{E}\left(\mathbb{F}_{p^{n}}^{q}\right)$.

1. For each point from $\bar{E}$, compute subset $\bar{E}_{p}$, as an isomorphism of canonical towards $q$, using algorithm 2 .
2. if $m$ has value 1 then
3. For $i=0$ to $n-1$ do
4. $J_{i} \leftarrow j_{i}^{q}$
5. else
6. $\quad m^{\prime} \leftarrow\left\lceil\frac{m}{2}\right\rceil\left\lceil\frac{p}{2}\right\rceil, M^{\prime} \leftarrow\left(m-m^{\prime}\right)(\bmod q)$.
7. $\left(J_{0}^{q}, \ldots, J_{n-1}^{q}\right) \stackrel{2}{\longleftarrow}\left(\left(j_{0}^{q}, \ldots, j_{n-1}^{q}\right), M^{\prime}\right)$.
8. For $i=0$ to $n-2$ do
9. $\quad t \leftarrow \Phi_{p}^{\prime}\left(J_{i}^{q}, J_{i+1}^{q}\right)^{-1}\left(\bmod p^{M^{\prime}}\right)$.
10. $D_{i} \leftarrow t \Phi_{p}^{\prime}\left(J_{i+1}^{q}, J_{i}^{q}\right)\left(\bmod p^{M^{\prime}}\right)$.
11. $\quad P_{i} \leftarrow t\left(\left(\Phi_{p}\left(J_{i}^{q}, J_{i+1}^{q}\right)\left(\bmod p^{M^{\prime}}\right)\right)\left(\bmod p^{m}\right)\right)$.
12. $R \leftarrow \Phi_{p}^{\prime}\left(J_{0}^{q}, J_{n-1}^{q}\right)\left(\bmod p^{M^{\prime}}\right)$.
13. $S \leftarrow\left(\left(\left(\Phi_{p}\left(J_{n-1}^{q}, J_{0}^{q}\right)\left(\bmod p^{M^{\prime}}\right)\right)\right) / p^{m}\right)\left(\bmod p^{M}\right)$.
14. If either $D_{i}$ is determined by a point from outside of nonsupersingular elliptic curve, that point will be eliminated.
15. For $i=0$ to $\min \left(M^{\prime}, n-2\right)$ do
16. $S \leftarrow S-R P_{i}\left(\bmod p^{M^{\prime}}\right)$
17. $\quad R \leftarrow-R D_{i}^{\prime}\left(\bmod p^{M^{\prime}}\right)$
18. $R^{q} \leftarrow R+\Phi_{p}^{\prime}\left(J_{n-1}^{q}, J_{0}^{q}\right)\left(\bmod p^{M^{\prime}}\right)$.
19. $P_{n-1}^{q} \leftarrow S R^{-1}\left(\bmod p^{M^{\prime}}\right)$.
20. If any $P$ characterizes a point from outside of nonsupersingular elliptic curve, resumes at step 6.
21. For $i=n-2$ to 0 by step -1 do
22. $P_{i} \leftarrow P_{i}-D_{i} P_{i+1}^{q}\left(\bmod p^{M^{\prime}}\right)$.
23. For $i=0$ to $n-1$ do
24. $J_{i}^{q} \leftarrow J_{i}^{q}-p^{M^{\prime}} \cdot P_{i} / D_{i}^{\prime}\left(\bmod p^{M^{\prime}}\right)$.
25. Return $\left(J_{0}^{q}, \ldots, J_{n-1}^{q}\right)$.
```
Algorithm 4 Converting the first invariant \(j\)
Input: A \(j^{q}\), invariant \(j \in \mathbb{F}_{p^{n}}^{q} / \mathbb{F}_{p^{2}}\) and precision \(m^{\prime}\) according to algorithm 2 .
Output: \(J^{q} \in \mathbb{Z}_{q}\) with \(J^{q} \equiv j^{p^{m-1}}(\bmod p)\) and \(\Phi_{p}\left(J^{q}, \Sigma\left(J^{q}\right)\right) \equiv 0\left(\bmod p^{m}\right)\).
    1. \(J^{q} \leftarrow j m^{\prime}(\bmod p)\).
    2. For \(i=2\) to \(m\) do
    3. \(\quad J^{q} \leftarrow\) Newton_Iteration \(\left(\Phi_{p}(X, J), J^{p} J^{q}(\bmod p), i\right)\).
4. If \(J^{q}\) haave characteristics from outside of nonsupersingular elliptic curve then
5. Resume from step 1.
6. Return \(J^{q}\).
```

Proposition 1.1. Let $p$ a prime number and $n, t$ two positive integers such that $n t+1$ is prime and different $p$. Let $\gamma$ a primitive root of order $n t+1$ an unit as an extension of the field $\mathbb{Q}_{p}$. If $\operatorname{gcd}(n t / e, n)=1$, with $e$ order of $p \bmod n t+1$, then for every primitive root of order $t$ of unit $\tau$ in $\mathbb{Z} /(n t+1) \mathbb{Z}$ wrote as

$$
\beta=\sum_{\mathrm{i}=0}^{t-1} \gamma^{\tau^{i}}
$$

is an normal element and $\left[\mathbb{Q}_{p}(\beta): \mathbb{Q}_{p}\right]=n$. Such base is called a Gaussian normal base of type $t$.

In work [44] are presented values from $\mathbb{Z}_{q}$ as being elements from the following ring:

$$
\mathbb{Z}_{p}[x] /\left(x^{n t+1}-1\right) .
$$

multiplication of two elements $\mathbb{Z}_{q} /\left(p^{m} \mathbb{Z}_{q}\right)$ will require a number of operations with $O\left((n m t)^{\mu}\right)$ complexity, reducing according the previous sentence at $t \leq 2$.

For $t=1$ we have $\beta=\tau$ and minimal polynomial of $\beta$ is

$$
f(x)=\frac{x^{n+1}-1}{x-1}=x^{n}+x^{n-1}+\ldots+x+1 .
$$

Reduction of complexity of computation from Frobenius substitution, according to H.Y. Kim, is possible by using of redundant representation, by using an inclusion, $\mathbb{Z}_{q}$ from $\mathbb{Z}_{p}[x] /\left(x^{n+1}-1\right)$, what concludes in $\alpha=\sum_{i=0}^{n-1} \alpha_{i} \beta^{i}$ in $\alpha(x)=$ $\sum_{i=0}^{n-1} \alpha_{i} x^{i}+0 x^{n}$. Then $\Sigma^{k}(\beta)=\beta^{p^{k}}$, which leads to

$$
\Sigma^{k}(\alpha(x))=\sum_{\mathrm{i}=0}^{n} \alpha_{i} x^{i p^{k}}=a_{0}+\sum_{\mathrm{j}=1}^{n} \alpha_{j / p^{k}}(\bmod (n+1))^{x^{j}}
$$

The result will lead to $\Sigma^{k}(\alpha)$ by permuting it's coefficients $\alpha(x)$, with an compute complexity of order $O(n)$. This determinates how Satoh-SkjernaaTaguchi computer systems computes over elliptical curves which contains cryptographic points of grade 1 .

If we consider $\Gamma(X, \Sigma(X))=0$, and $x \in \mathbb{Z}_{q}$ a root of it, for $\Gamma(X, Y) \in$ $\mathbb{Z}_{q}[X, Y]$, we compute an approximation $x_{m} \equiv x\left(\bmod p^{m}\right)$ and define $\delta_{m}=$ $\left(x-x_{m}\right) / p^{m}$, in this way Taylor's series developed for $x_{m}$ will determine:

$$
\begin{align*}
0 & =\Gamma(x, \Sigma(x))=\Gamma\left(x_{m}+p^{m} \delta_{m}, \Sigma\left(x_{m}+p^{m} \delta_{m}\right)\right) \\
& \equiv \Gamma\left(x_{m}, \Sigma\left(x_{m}\right)\right)+p^{m}\left(\delta_{n} \Delta_{x}+\Sigma\left(\delta_{m}\right) \Delta_{y}\right)\left(\bmod p^{2 m}\right), \tag{1.4}
\end{align*}
$$

where $\Delta_{x} \equiv \frac{\partial \Gamma}{\partial X}\left(x_{m}, \Sigma\left(x_{m}\right)\right)\left(\bmod p^{m}\right)$ and $\Delta_{y} \equiv \frac{\partial \Gamma}{\partial Y}\left(x_{m}, \Sigma\left(x_{m}\right)\right)\left(\bmod p^{m}\right)$, and $\Gamma\left(x_{m}, \Sigma\left(x_{m}\right)\right) \equiv 0\left(\bmod p^{m}\right)$ so reducing by $p^{m}$ we get relation

$$
\begin{equation*}
\frac{\Gamma\left(x_{m}, \Sigma\left(x_{m}\right)\right)}{p^{m}}+\delta_{m} \Delta_{x}+\Sigma\left(\delta_{m}\right) \Delta_{y} \equiv 0\left(\bmod p^{m}\right) \tag{1.5}
\end{equation*}
$$

for $\delta_{m} \bmod p^{m}$.
In order to obtain points of first grade it is sufficient for $\operatorname{ord}_{p}\left(\Delta_{y}\right)=0$, which means that $\Delta_{y}$ is a unit in $\mathbb{Z}_{q}$ and that $\operatorname{ord}_{p}\left(\Delta_{x}\right)>0$. Performing modulo operation $p$ for equation (1.5) will result:

$$
\begin{equation*}
\delta_{m}^{p}=-\frac{\Gamma\left(x_{m}, \Sigma\left(x_{m}\right)\right)}{p^{m} \Delta_{y}}(\bmod p) \tag{1.6}
\end{equation*}
$$

which have a root of $p$ order (unique), $\delta_{m} \in \mathbb{F}_{q}$, will obtain an approximation of $x$, which is more efficient, given by $x_{m}+p^{m} \delta_{m} \equiv x\left(\bmod p^{m+1}\right)$. Root of order $p$ have an compute complexity with a grater order, by soluions from Satoh, Skjernaa and Taguchi: replacing in equation $\Gamma(X, \Sigma(X))=0$ with $\Gamma\left(\Sigma^{-1}(X), X\right)=0$. Thus, $\delta_{m}$ will be defined as:

$$
\delta_{m} \equiv-\frac{\Gamma\left(\Sigma^{-1}\left(x_{m}\right), x_{m}\right)}{p^{m} \frac{\partial \Gamma}{\partial Y}\left(\Sigma^{-1}\left(x_{m}\right), x_{m}\right)}(\bmod p) .
$$

From $\Gamma\left(\Sigma^{-1}\left(x_{m}\right), x_{m}\right) \equiv 0\left(\bmod p^{m}\right)$ it only requires finding the inverse of $\frac{\partial \Gamma}{\partial Y}\left(\Sigma^{-1}\left(x_{m}\right), x_{m}\right) \bmod p$. Implementing this method we determine algorithm 5 (the results where published in [19]), than can replace Satoh's classical method [76] for nonsupersingular elliptic curve $\mathbb{F}_{p}^{q}$, it's implementation being in 5.

```
Algorithm 5 SST's simplified version for nonsupersingular elliptic curve \(\mathbb{F}_{p}^{q}\)
Input: Polynomial \(\Gamma(X, Y) \in \mathbb{Z}_{q}\), item \(x_{0} \in \mathbb{Z}_{q}\) satisfy \(\Gamma\left(\Sigma^{-1}\left(x_{0}\right), x_{0}\right) \equiv 0(\bmod p)\) and
precission \(m\).
Output: Item \(x_{m} \in \mathbb{Z}_{q}\) with \(\Gamma\left(\Sigma^{-1}\left(x_{m}\right), x_{m}\right) \equiv 0\left(\bmod p^{m}\right)\) and \(x_{m} \equiv x_{0}(\bmod p)\).
1. For \(\mathrm{i}=2\) to m do
2. \(\quad x_{m}^{q}(i) \leftarrow \operatorname{ALG} 4\left(x_{m}, m\right)\)
3. If \(x_{m}^{q}(i)\) is not included in nonsupersingular elliptic curve then
4. resumes on step 1
5. \(d \leftarrow\left(\frac{\partial \Gamma}{\partial Y}\left(\Sigma^{-1}\left(x_{0}\right), x_{0}\right)\right)^{-1}(\bmod p)\).
6. \(y \leftarrow x_{0}(\bmod p)\).
7. For \(\mathrm{i}=0\) to m do
8. \(\quad x \leftarrow\left\lfloor\frac{\Sigma^{-1}(y)\left(\bmod p^{i}\right)}{x_{m}^{4}(i)}\right\rfloor\).
9. \(\quad y \leftarrow y-d \Gamma(x, y)\left(\bmod p^{i}\right)\).
10. Return \(y\).
```

The complexity of classic algorithm is given by the call, after every iteration, in order to recalculate $\Gamma(x, y)$, although values of $x$ and $y$ at step $i+1$ are very close to values from $i$ step, while result given in 5 uses an approximation of the two parameters and it is took in consideration only nonsupersingular space. After determining $x_{W} \equiv x\left(\bmod p^{W}\right)$ associated with $W$ are considered elements $s \in \mathbb{N}$, for which

$$
\begin{equation*}
\Gamma\left(\Sigma^{-1}\left(x_{s W+i}\right), x_{s W+i}\right) \equiv \Gamma\left(\Sigma^{-1}\left(x_{s W}\right), x_{s W}\right)+\Delta\left(\bmod p^{(s+1) W}\right), \tag{1.7}
\end{equation*}
$$

with

$$
\Delta=p^{s W}\left(\frac{\partial \Gamma}{\partial X}\left(\Sigma^{-1}\left(x_{s W}\right), x_{s W}\right) \Sigma^{-1}(\delta)+\frac{\partial \Gamma}{\partial Y}\left(\Sigma^{-1}\left(x_{s W}\right), x_{s W}\right) \delta\right) .
$$

All it remains to find out the solution is to calculate partial derivates

$$
\frac{\partial \Gamma}{\partial X}\left(\Sigma^{-1}\left(x_{s W}\right), x_{s W}\right) \text { and } \frac{\partial \Gamma}{\partial Y}\left(\Sigma^{-1}\left(x_{s W}\right), x_{s W}\right)
$$

for modulus $p^{W}$.
For $\Gamma\left(\Sigma^{-1}\left(x_{s W}\right), x_{s W}\right)$ and $i<W$ can be determined $\Gamma\left(\Sigma^{-1}\left(x_{s W+i}\right), x_{s W+i}\right)$, by using equation (1.7).

Variation of SatSk-Taguchi's algorithm for nonsupersingular elliptic curve $\mathbb{F}_{q}$

Starting from parameters's descriptions of nonsupersingular elliptic curve from algorithm 2 and the method of points calculation on nonsupersingular
elliptic curve, considering equation (1.7) to cause each update of $\Gamma(x, y)$, I determined a computing model of $x_{m}$ element, for subspace of invariants which can't not be deduced directly from cryptographic analysis of ANG's system, illustrated in 6 .

Algorithm 6 Variant of SatSk-Taguchi's algorithm for nonsupersingular elliptic curve $\mathbb{F}_{q}$
Input: Polynomial $\Gamma(X, Y) \in \mathbb{Z}_{q}$, item $x_{0} \in \mathbb{Z}_{q}$ satisfy $\Gamma\left(\Sigma^{-1}\left(x_{0}\right), x_{0}\right) \equiv 0(\bmod p)$ and precision $m$. Canonical system $\left(J_{0}^{q}, \ldots, J_{n-1}^{q}\right)$, obtained based on algorithm 2 .
Output: Item $x_{m}^{q} \in \mathbb{Z}_{q}$, with $\Gamma\left(\Sigma^{-1}\left(x_{m}^{q}\right), x_{m}^{q}\right) \equiv 0\left(\bmod p^{m}\right)$ and $x_{m}^{q} \equiv x_{0}(\bmod p)$.

1. $y \leftarrow A L G 5\left(x_{0}, W\right)$.
2. $x \leftarrow \Sigma^{-1}\left(\bmod p^{W}\right)$.
3. $\Delta_{x} \leftarrow \frac{\partial \Gamma}{\partial X}(x, y)\left(\bmod p^{W}\right)$.
4. $\Delta_{x} \leftarrow \frac{\partial \Gamma}{\partial Y}(x, y)\left(\bmod p^{W}\right)$.
5. For $s=1$ to $\lfloor(m-1) / W\rfloor$ do
6. $\quad x \leftarrow \Sigma^{-1}(y)\left(\bmod p^{(s+1) W}\right)$.
7. $\quad V \leftarrow \Gamma(x, y)\left(\bmod p^{(s+1) W}\right)$.
8. For $i=0$ to $W-1$ do
9. $\quad \delta_{y} \leftarrow-d p^{-(s W+1)} V(\bmod p)$.
10. $\quad \delta_{x} \leftarrow \Sigma^{-1}\left(\delta_{y}\right)\left(\bmod p^{W-i}\right)$.
11. $y \leftarrow y+p^{s W+i} \delta_{y}\left(\bmod p^{(s+1) W}\right)$.
12. $V \leftarrow V+p^{(s W+i)}\left(\Delta_{x} \delta_{x}+\Delta_{y} \delta_{y}\right)\left(\bmod p^{(s+1) W}\right)$.
13. Return $y$.

Satoh, Skjernaa si Taguchi proves that for $W \cong n^{\mu /(1+\mu)}$, variation for some elliptic curve of algorithm 6 have a compute complexity of order $O\left(n^{\mu} m^{\mu+1 /(1+\mu)}\right)$. In effective implementations is deemed to determine only those $W$ which are multiples of structure's intern dimensions of utilised processors.

In fourth chapter were studied mathematical deficiencies in computing parameters over elliptic curves, more specific, subspaces inconclusive in terms of cryptography, for highlighting those ideal subspaces in cryptographic system, and examples of practical implementations, results being published in [23], thus, in order to get pieces of information about torsion points $m$ we have to look at rational functions $g_{m}$ and $h_{m}$, which has as solutions those specific points. Still, we don't have information about their roots and we end with at least two results for $m$ co-primes (with $p$ ). This section is intended to clarify this model by defining rational functions with simple roots (exactly in torsion points $m$ ) and solutions only from $\mathcal{O}$. If such function exist, this needs to be polynomial.

By E's isomorphism with zero-degree of Picard's subgroup, such polynomial exists if torsion points $m$ can be gathered and their result is $\mathcal{O}$. Indeed, this is the case for which $m$ and $p$ are co-prime: for any torsion point $P$ ( $m$ which are not of order 2 are called $\mathcal{O}$ ). If $E[m]$ has a point of order 2 , then $m$ must be prime, $E[2] \subseteq E[m]$ and $p \neq 2$. In this case, there are three points of order of 2 , with sum $\mathcal{O}$, because there exists a rational function with divisor $\langle E[2]\rangle-4\langle\mathcal{O}\rangle$, more specific right $2 Y+a_{1} X+a_{3}$.

In fifth chapter are made contributions in domain of particular subspaces defined over nonsupersingular elliptic curves with applications in parameters computing, used for information flow encryption, thus for all cryptosystem based on elliptical curves, defined the endomorphisms for general systems, according to mathematical models defined by Menezes, Okamoto and Vanstone can be customized but only if Hensel's theorem is assumed, to obtain improvements to keys used in high secured systems. Thus, transmitted message will be converted in one or more points (it depends on the length of the message) on used elliptical curve. In real implementations I used a system based on algorithms 2 and 3, that requires in the computations algorithm 4, proprietary algorithms developed through optimizing Satoh's algorithms, in case of set of elliptical curves took in considerations are nonsupersingular, thereby leading to a more complex cryptographic analysis about ECDLP. In order to determine how to attack the system by cryptographic differential analysis, we will be gradually define the terms involved and the solution for reducing the problem to one that has a lower computational complexity, by reducing the mathematical model used on particular cases. A calculation method used for generated elliptical curves it was proposed by Koblitz in [48] and starting with this solution I have developed my very own method for nonsupersingular systems, which uses implementations designed in third chapter, to get the last desideratum: an encrypted message. In that direction are considered parameters which defines the elliptic curve. $\left(\mathcal{F}, \phi, \alpha_{E}, \beta_{E}, \Gamma, \rho, \xi\right), \eta$ is a parameter which depend of implemented system and $\mu=\mu_{1}, \ldots, \mu_{n}$, unencrypted message. Necessary steps in this patters, for every $\mu_{j}, j=1, \ldots, n$ there are:

1. It is considered $\mu_{j}$ an integer with property $0 \leq \mu \leq \frac{p}{\eta}-1$
2. Let $x_{i}=\eta \mu_{j}+i$ where $i=0,1,2 \ldots,(\eta-1)$
3. It's obtained $c_{i}=x_{i}^{3}+\alpha_{E} x_{i}+\beta_{E}$ by recursive operations $c_{i}^{\frac{\phi-1}{2}} \equiv 1(\bmod \phi)$
4. $\operatorname{ALG} 6\left(\Gamma, c_{i}\right)$
5. Is calculated $y_{i}=\sqrt{c_{i}}$
6. $\mathcal{M}\left(x_{i}, y_{i}\right)=\left(x_{i}, y_{i}^{(\phi+1) / 4}\right)$ is point on the elliptical curve that corresponds with message $\mu_{j}$.

This is the method used to obtain an encryption for cryptographic systems based on parameters defined over nonsupersingular elliptical curves, by using mathematical models and implementations developed along the thesis.

The whole works has theoretical constructions and points it's applicability by pointing out the solutions and by offering a practical way to obtain a nonsupersingular elliptic curves implementation of an encryption system, by personal algorithmic solutions given for particular cases which have better resistance to differential cryptographic analysis.
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